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Abl
Master Services Agreement

THIS MASTER SERVICES AGREEMENT (this “Agreement”) is hereby entered into by and between Always Be Learning, Inc.
("Abl"), education technology company that provides proprietary cloud-based software (platform-as-a-service), and Elk Grove Unified
School District (the "Client") (each a "Party" and collectively the "Parties") on the following terms and conditions:

The Effective Date of this Agreement shall be: 10/19/21

TERMS & CONDITIONS
1. RIGHT TO USE PLATFORM

1.1. Platform. Subject to the terms and conditions of this Agreement, Abl hereby grants Client the limited, nonexclusive,
nontransferable, non- sublicensable right to access and use the Platform via the Internet during the Term solely for Client's use,
including use by Client's students, staff and parents, where applicable (“Authorized Users”).

1.2. Limitations. The following limitations and restrictions will apply to the Platform:

(a) Client will not provide access to the Platform to any person who is not an employee or contractor of Client or an Authorized User. (b)
Except as expressly permitted hereunder, Client will not and will not permit or authorize any third party to: (i) reverse engineer,
decompile, disassemble or otherwise attempt to discover the source code, object code or underlying structure, ideas or algorithms of
the Platform; (ii) modify, translate or create derivative works based on the Platform; (iii) copy, rent, lease, distribute, pledge, assign or
otherwise transfer or allow any lien, security interest or other encumbrance on the Platform; (iv) use the Platform for timesharing or
service bureau purposes or otherwise for the benefit of a third party; (v) interfere with or disrupt the integrity or performance of or
otherwise attempt to gain unauthorized access to the Platform or its related systems, hardware or networks or any content or
technology incorporated in any of the foregoing; (vi) disclose or publish, without Abl's express prior written consent, performance or
capacity statistics or the results of any benchmark test performed on the Platform; (vii) remove or obscure any proprietary notices or
labels of Alb or its suppliers on the Platform or (viii) use the Platform, including the transmission of Client Data, in any manner that
violates in any law, rule, regulation or any other legal or regulatory requirement imposed by any regulatory or government agency or
political subdivision, whether federal, state, local, or foreign. Abl may filter or inspect data if Abl reasonably suspects or becomes aware
of use of the Platform in contravention of the documentation. Abl reserves the right to block, without liability, any Client Data and Client
account that violates the terms of this Section 1.

2. OWNERSHIP; RESERVATION OF RIGHTS

2.1. Client Ownership. Client owns (a) any data Client inputs or transmits into the Platform that identifies Client or its students, staff or
parents (including Authorized Users) (“Data”), and (b) any other data and content provided by Client or Authorized Users to Abl or input
into the Platform, (“Other Data”, and, together with the Data, “Client Data"). Client hereby grants to Abl a non-exclusive, worldwide,
royalty free, fully paid up, sublicensable (through multiple tiers), transferable (i) right and license during the Term to copy, distribute,
display and create derivative works of and use the Client Data to perform Abl’s obligations under this Agreement; (ii) perpetual,
irrevocable right and license to copy, modify and use Client Data to create aggregated, non-personally identifiable data or information
(“Aggregated Data”) and copy, distribute, display, create derivative works of and use the Aggregated Data for benchmarking, product
development, research or development purposes, including published research, and (iii) perpetual, irrevocable right and license to copy,
distribute, display and create derivative works of and use Other Data for any and all purposes, in any form, media or manner. Client
reserves any and all right, title and interest in and to the Client Data other than the licenses therein expressly granted to Abl under this
Agreement.

2.2. Abl Ownership. Abl retains all right, title and interest in and to the Platform, all copies or parts thereof (by whomever produced) and
all intellectual property rights therein. Abl reserves any and all rights other than the rights expressly granted to Client under this
Agreement with respect to the Platform.

2.3. Feedback. Client may from time to time provide suggestions, comments for enhancements or functionality or other feedback
(“Eeedback”) to Abl with respect to the Platform. Abl has full discretion to determine whether to proceed with development of the
requested enhancements, features or functionality. Client hereby grants Abl a royalty-free, fully paid-up, worldwide, transferable,
sublicensable, irrevocable, perpetual license to (a) copy, distribute, transmit, display, perform, and create derivative works of the
Feedback in whole or in part; and (b) use the Feedback in whole or in part, including without limitation, the right to develop,
manufacture, have manufactured, market, promote, sell, have sold, offer for sale, have offered for sale, import, have imported, rent,
provide and lease products or services that practice or embody, or are configured for use in practicing, the Feedback in whole or in part.

2.4. Client Responsibilities. Client will (a) use commercially reasonable efforts to prevent unauthorized access to, or use of, the Platform
and notify Abl promptly of any such unauthorized access or use, and (b) use the Platform only in accordance with the documentation
and applicable laws and regulations.
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2.5. Data Security. Abl will implement and maintain reasonable administrative, physical and technical safeguards (“Safeguards”)
designed to prevent any collection, use or disclosure of, or access to Client Data that this Agreement does not expressly authorize.

2.6. Privacy Policy. Abl will comply with the Privacy Policy at https://www.ablschools.com/privacy-policy and terms of the California
Student Data Privacy Agreement.

2.7. Right to Data Destruction. If requested by the Client in writing, during or after the term of this agreement, Abl will make reasonable
efforts to destroy or otherwise render Client Data (but not Aggregated Data) inaccessible.

3. FEES; PAYMENT TERMS

3.1. Eees; Payment Terms. Unless otherwise agreed to by the parties, Client will pay all fees within thirty (30) days of the invoice date. If
payment of any fee is not made when due and payable, a late fee will accrue at the rate of the lesser of one and one-half percent
(1.5%) per month or the highest legal rate permitted by law and Client will pay all reasonable expenses of collection. In addition, if any
past due

payment has not been received by Abl within thirty (30) days from the time such payment is due, Abl may suspend access to the
Platform until such payment is made. Fees are non- refundable.

3.2. Net of Taxes. All amounts payable by Client to Abl hereunder are exclusive of any sales, use and other taxes or duties, however
designated, including without limitation, withholding taxes, royalties, know-how payments, customs, privilege, excise, sales, use, value
added and property taxes (collectively "Taxes"). Client will be solely responsible for payment of any Taxes, except for those taxes based
on the income of Abl. Client will not withhold any Taxes from any amounts due Abl.

4. TERM, TERMINATION

4.1. Term. The term of this Agreement will commence on the Effective Date and, unless earlier terminated in accordance with this
Section 4, will continue in effect until terminated by either Party. Such termination shall be effective on thirty (30) days written notice
provided that such termination shall not be effective if there is a current Order Form (the “Term”).

4.2. Termination; Effect of Termination. In addition to any other remedies it may have, either party may terminate this Agreement if the
other party breaches any of the terms or conditions of this Agreement and fails to cure such breach within thirty (30) days’ notice (or ten
(10) days in the case of nonpayment) after receiving notice thereof. Upon any termination of this Agreement for any reason, Abl may,
but is not obligated to, in its sole discretion and without delivery of any notice to Client, delete any Client Data stored or otherwise
archived on the Platform or on Abl’s network. Upon termination of this Agreement, all rights granted hereunder and all obligations of Abl
to provide the Platform will immediately terminate and Client will (a) cease use of the Platform; and (b) return or destroy all other copies
or other embodiments of Abl's Confidential Information.

4.3. Survival. Upon expiration or termination of this Agreement, all obligations in this Agreement will terminate, provided that Sections 2
(Ownership; Reservation of Rights), 3 (Fees; Payment Terms), 4.2 (Termination; Effect of Termination), 4.3 (Survival), 5
(Confidentiality), 6.2 (Disclaimer), 7 (Limitations of Liability), and 9 (General) will survive.

5. CONFIDENTIALITY

5.1. As used herein, “Confidential Information” means, subject to the exceptions set forth in the following sentence, any information or
data, regardless of whether it is in tangible form, disclosed by either party (including personally identifiable information) (the “Disclosing
Party”) that the Disclosing Party has either marked as confidential or proprietary, or has identified in writing as confidential or proprietary
within thirty (30) days of disclosure to the other party (the “Receiving_Party”); provided, however, that a Disclosing Party’s business
plans, strategies, technology, research and development, current and prospective Clients, billing records, and products or services will
be deemed Confidential Information of the Disclosing Party even if not so marked or identified. Abl's Confidential Information includes,
without limitation, the Platform and the terms of this Agreement. Information will not be deemed “Confidential Information” if such
information: (a) is known to the Receiving Party prior to receipt from the Disclosing Party directly or indirectly from a source other than
one having an obligation of confidentiality to the Disclosing Party; (b) becomes known (independently of disclosure by the Disclosing
Party) to the Receiving Party directly or indirectly from a source other than one having an obligation of confidentiality to the Disclosing
Party; or (c) becomes publicly known or otherwise ceases to be secret or confidential, except through a breach of this Agreement by the
Receiving Party. Each party acknowledges that the Confidential Information constitutes valuable trade secrets and proprietary
information of a party, and each party agrees that it will use the Confidential Information of the other party solely in accordance with the
provisions of this Agreement and it will not disclose the same directly or indirectly, to any third party without the other party’s prior
written consent, except as otherwise permitted hereunder, in the Abl Privacy Policy or in a separate writing. Notwithstanding any
provision of this Agreement, either party may disclose the terms of this Agreement, in whole or in part (i) to its employees, officers,
directors, professional advisers (e.g., attorneys, auditors, financial advisors, accountants and other professional representatives),
existing and prospective investors or acquirers contemplating a potential investment in or acquisition of a party, sources of debt
financing, acquirers and/or subcontractors who have a need to know and are legally bound to keep such Confidential Information
confidential by confidentiality obligations or, in the case of professional advisors, are bound by ethical duties to keep such Confidential
Information confidential consistent with the terms of this Agreement; and (ii) as reasonably deemed by a party to be required by law (in
which case each party will provide the other with prior written notification thereof, will provide such party with the opportunity to contest
such disclosure, and will use its reasonable efforts to minimize such disclosure, to the extent permitted by applicable law). Each party
agrees to exercise due care in protecting the Confidential Information from unauthorized use and disclosure. In the event of actual or
threatened breach of the provisions of this Section, the non-breaching party will be entitled to seek immediate injunctive and other
equitable relief, without waiving any other rights or remedies available to it. Each party will promptly notify the other in writing if it
becomes aware of any violations of the confidentiality obligations set forth in this Agreement. Upon the termination of this Agreement,
each Receiving Party agrees to promptly return to the Disclosing Party or destroy all Confidential Information of the Disclosing Party
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that is in the possession of the Receiving Party and to certify the return or destruction of all such Confidential Information and
embodiments thereof.

6. REPRESENTATIONS, WARRANTIES AND DISCLAIMER

6.1. Representations and Warranties. Each party represents and warrants to the other party that (a) such party has the required power
and authority to enter into this Agreement and to perform its obligations hereunder, (b) the execution of this Agreement and
performance of its obligations thereunder do not and will not violate any other agreement to which it is a party, and (c) this Agreement
constitutes a legal, valid and binding obligation when signed by both parties. Client represents and warrants that it has the right to
provide the Client Identifying Data and Client Content for the purposes contemplated by this Agreement.

6.2. Disclaimer. EXCEPT AS EXPRESSLY SET FORTH HEREIN, THE PLATFORM IS PROVIDED ON AN “AS-IS” BASIS AND ABL
DISCLAIMS ANY AND ALL WARRANTIES. EXCEPT AS OTHERWISE EXPRESSLY PROVIDED IN THIS AGREEMENT, NEITHER
PARTY MAKES ANY ADDITIONAL REPRESENTATION OR WARRANTY OF ANY KIND, WHETHER EXPRESS, IMPLIED (EITHER
IN FACT OR BY OPERATION OF LAW), OR STATUTORY, AS TO ANY MATTER WHATSOEVER. ALL OTHER EXPRESS OR
IMPLIED CONDITIONS, REPRESENTATIONS AND WARRANTIES ARE HEREBY EXCLUDED TO THE EXTENT ALLOWED BY
APPLICABLE LAW. EACH PARTY EXPRESSLY DISCLAIMS ALL IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A
PARTICULAR PURPOSE, QUALITY, ACCURACY, TITLE, AND NON INFRINGEMENT. NEITHER PARTY WARRANTS AGAINST
INTERFERENCE WITH THE ENJOYMENT OF THE PRODUCTS OR SERVICES PROVIDED BY SUCH PARTY OR AGAINST
INFRINGEMENT. NEITHER PARTY WARRANTS THAT THE PRODUCTS OR SERVICES PROVIDED BY SUCH PARTY ARE
ERROR-FREE OR THAT OPERATION OF SUCH PARTY’S PRODUCTS OR SERVICES WILL BE SECURE OR UNINTERRUPTED.
NEITHER PARTY WILL HAVE THE RIGHT TO MAKE OR PASS ON ANY REPRESENTATION OR WARRANTY ON BEHALF OF THE
OTHER PARTY TO ANY THIRD PARTY.

7. LIMITATIONS OF LIABILITY

7.1. Disclaimer of Consequential Damages. THE PARTIES HERETO AGREE THAT, NOTWITHSTANDING ANY OTHER PROVISION
IN THIS AGREEMENT, EXCEPT FOR (A) CLIENT'S USE OF THE PLATFORM OTHER THAN EXPRESSLY PERMITTED BY
SECTION 1 (RIGHT TO USE PLATFORM) ABOVE, (B) EITHER PARTY’S BREACH OF SECTION 5 (CONFIDENTIALITY) ABOVE,
AND (C) LIABILITY ARISING FROM A PARTY’S INDEMNIFICATION OBLIGATIONS SET FORTH IN SECTION 8.1 AND 8.2 BELOW,
IN NO EVENT WILL EITHER PARTY BE LIABLE TO THE OTHER FOR ANY SPECIAL, INDIRECT, RELIANCE, INCIDENTAL OR
CONSEQUENTIAL DAMAGES OF ANY KIND, LOST OR DAMAGED DATA, LOST PROFITS OR LOST REVENUE, WHETHER
ARISING IN CONTRACT, TORT (INCLUDING NEGLIGENCE), OR OTHERWISE, EVEN IF A PARTY HAS BEEN NOTIFIED OF THE
POSSIBILITY THEREOF.

7.2. General Cap on Liability. NOTWITHSTANDING ANY OTHER PROVISION OF THIS AGREEMENT, EXCEPT FOR (A) CLIENT'S
USE OF THE PLATFORM OTHER THAN EXPRESSLY PERMITTED BY SECTION 1 (RIGHT TO USE PLATFORM) ABOVE, (B)
EITHER PARTY'S BREACH OF SECTION 5 (CONFIDENTIALITY) ABOVE, AND (C) LIABILITY ARISING FROM A PARTY’S
INDEMNIFICATION OBLIGATIONS SET FORTH IN SECTION 8.1 AND 8.2 BELOW, AS APPLICABLE, UNDER NO
CIRCUMSTANCES WILL EITHER PARTY'S LIABILITY FOR ALL CLAIMS ARISING UNDER OR RELATING TO THIS AGREEMENT
(INCLUDING BUT NOT LIMITED TO WARRANTY CLAIMS), REGARDLESS OF THE FORUM AND REGARDLESS OF WHETHER
ANY ACTION OR CLAIM IS BASED ON CONTRACT, TORT, OR OTHERWISE, EXCEED THE AGGREGATE FEES PAID OR
PAYABLE BY CLIENT TO ABL UNDER THIS AGREEMENT DURING THE TWELVE (12) MONTH PERIOD PRECEDING THE EVENT
OR CIRCUMSTANCES GIVING RISE TO SUCH LIABILITY. THIS LIMITATION OF LIABILITY IS CUMULATIVE AND NOT PER
INCIDENT.

7.3. Independent Allocations of Risk. EACH PROVISION OF THIS AGREEMENT THAT PROVIDES FOR A LIMITATION OF LIABILITY,
DISCLAIMER OF WARRANTIES, OR EXCLUSION OF DAMAGES IS TO ALLOCATE THE RISKS OF THIS AGREEMENT BETWEEN
THE PARTIES. EACH OF THESE PROVISIONS IS SEVERABLE AND INDEPENDENT OF ALL OTHER PROVISIONS OF THIS

AGREEMENT, AND EACH OF THESE PROVISIONS WILL APPLY EVEN IF THEY HAVE FAILED OF THEIR ESSENTIAL PURPOSE.

8. INDEMNIFICATION

8.1. Indemnification by Abl. Except for liability for which Client is responsible under Section 8.2, Abl will indemnify, defend and hold
Client and the officers, directors, agents, and employees of Client (“Client Indemnified Parties”) harmless from settlement amounts and
third party damages, liabilities, penalties, costs and expenses (“Liabilities”) that are payable to any third party or incurred by the Client
Indemnified Parties (including reasonable attorneys' fees) arising from any third party claim, demand or allegation that the use of the
Platform in accordance with the terms and conditions of this Agreement infringes such third party’s copyright or results in a
misappropriation of such third party’s trade secrets. Abl will have no liability or obligation under this Section 8.1 if such Liability is
caused in whole or in part by (a) modification of the Platform by any party other than Abl without Abl's express consent; (b) the
combination, operation, or use of the Platform with other product(s), data or services not provided by Abl where the Platform would not
by itself be infringing; or (c) unauthorized or improper use of the Platform. If the use of the Platform by Client has become, or in Abl’s
opinion is likely to become, the subject of any claim of infringement, Abl may at its option and expense (i) procure for Client the right to
continue using the Platform as set forth hereunder; (ii) replace or modify the Platform to make it non-infringing so long as the Platform
has at least equivalent functionality; (iii) substitute an equivalent for the Platform or (iv) if options (i)-(iii) are not available on
commercially reasonable terms, terminate this Agreement. This Section 8.1 states Abl’s entire obligation and Client's sole remedies in
connection with any claim regarding the intellectual property rights of any third party.

8.2. Indemnification by Client. To the extent permitted by law, Client will indemnify, defend and hold Abl and the officers, directors,
agents, and employees of Abl (“Abl Indemnified Parties’) harmless from Liabilities that are payable to any third party or incurred by the
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Abl Indemnified Parties (including reasonable attorneys' fees) arising from any third party claim, demand or allegation arising from or
related to (a) any use by Client or Authorized Users of the Platform in violation of this Agreement or (b) the Client Data.

8.3. Indemnification Procedure. If a Client Indemnified Party or a Abl Indemnified Party (each, an “Indemnified Party") becomes aware
of any matter it believes it should be indemnified under Section 8.1 or Section 8.2, as applicable, involving any claim, action, suit,
investigation, arbitration or other proceeding against the Indemnified Party by any third party (each an “Action”), the Indemnified Party
will give the other party (the “Indemnifying Party”) prompt written notice of such Action. The Indemnified Party will cooperate, at the
expense of the Indemnifying Party, with the Indemnifying Party and its counsel in the defense and the Indemnified Party will have the
right to participate fully, at its own expense, in the defense of such Action. Any compromise or settlement of an Action will require the
prior written consent of both parties hereunder, such consent not to be unreasonably withheld or delayed.

9. GENERAL

9.1. If any provision of this Agreement is found to be unenforceable or invalid, that provision will be limited or eliminated to the minimum
extent necessary so that this Agreement will otherwise remain in full force and effect and enforceable.

9.2. Neither party may assign this Agreement by operation of law or otherwise or assign or delegate its rights or obligations under the
Agreement without the other party’s prior written consent; provided however, that either party may assign this Agreement to an acquirer
of or successor to all or substantially all of its business or assets to which this Agreement relates, whether by merger, sale of assets,
sale of stock, reorganization or otherwise. Any assignment or attempted assignment by either party otherwise than in accordance with
this Section 9 will be null and void.

9.3. No agency, partnership, joint venture, or employment is created as a result of this Agreement and a party does not have any
authority of any kind to bind the other party in any respect whatsoever.

9.4. Client may not remove or export from, or use from outside, the United States or allow the export or re-export of the Platform or
anything related thereto, or any direct product thereof in violation of any restrictions, laws or regulations of the United States
Department of Commerce, the United States Department of Treasury Office of Foreign Assets Control, or any other United States or
foreign agency or authority.

9.5. In any action or proceeding to enforce rights under this Agreement, the prevailing party will be entitled to recover costs and
attorneys’ fees. Client acknowledges that any unauthorized use of the Platform will cause irreparable harm and injury to Abl for which
there is no adequate remedy at law. In addition to all other remedies available under this Agreement, at law or in equity, Client further
agrees that Abl will be entitled to injunctive relief in the event Client uses the Platform in violation of the limited license granted herein or
uses the Platform in any way not expressly permitted by this Agreement.

9.6. All notices under this Agreement will be in writing and sent to the recipient’'s address set forth in the Order Form and will be
deemed to have been duly given when received, if personally delivered; when receipt is electronically confirmed, if transmitted by
facsimile or email; the day after it is sent, if sent for next day delivery by recognized overnight delivery service; and upon receipt, if sent
by certified or registered mail, return receipt requested.

9.7. Each party agrees that it will not, without prior written consent of the other, issue a press release regarding their business
relationship. Notwithstanding anything herein to the contrary, Abl may identify Client and the relationship between Abl and Client in Abl's
marketing collateral, website, and other promotional and marketing materials.

9.8. Each party will be excused from performance for any period during which, and to the extent that, it is prevented from performing
any obligation or service, in whole or in part, as a result of a cause beyond its reasonable control including, but not limited to, acts of
war, fire, communication line failures, power failures, earthquakes, floods, blizzard, or other natural disasters (but excluding failure
caused by a party's financial condition or any internal labor problems (including strikes, lockouts, work stoppages or slowdowns, or the
threat thereof)) (a “Eorce Majeure Event”). Delays in performing obligations due to a Force Majeure Event will automatically extend the
deadline for performing such obligations for a period equal to the duration of such Force Majeure Event. Except as otherwise agreed
upon by the parties in writing, in the event such non-performance continues for a period of thirty (30) days or more, either party may
terminate this Agreement by giving written notice thereof to the other party. Upon the occurrence of any Force Majeure Event, the
affected party will give the other party written notice thereof as soon as reasonably practicable of its failure of performance, describing
the cause and effect of such failure, and the anticipated duration of its inability to perform.

9.9. This Agreement will be governed by the laws of the State of California without regard to its conflict of laws provisions. For all
disputes relating to this Agreement, each party submits to the exclusive jurisdiction of the state and federal courts located in City and
County of San Francisco, California and waives any jurisdictional, venue, or inconvenient forum objections to such courts.

9.10. This Agreement is the complete and exclusive statement of the mutual understanding of the parties and supersedes and cancels
all previous and contemporaneous written and oral agreements, communications and other understandings relating to the subject
matter of this Agreement; all waivers and modifications must be in a writing signed by both parties, except as otherwise provided
herein.
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IN WITNESS WHEREOF, for adequate consideration and intending to be legally bound, the Parties hereto
have caused this Agreement to be executed by their duly authorized representatives.

Elk Grove Unified School District Abl
Signature Signature
Print Name Print Name
Title Title

Date Date

Exhibit A - STUDENT DATA PRIVACY AGREEMENT (“DPA”")
Exhibit A Definitions
Exhibit A Attachment 1 — FORM OF STUDENT DATA
Exhibit B - PROFESSIONAL SERVICES
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Exhibit A - STUDENT DATA PRIVACY AGREEMENT (“DPA”)

ARTICLE I: PURPOSE AND SCOPE

1. Purpose of DPA. The purpose of this DPA is to describe the duties and responsibilities to protect student data transmitted to
Provider from the Client pursuant to the Agreement, including compliance with all applicable privacy statutes, including the FERPA,
PPRA, COPPA, and state privacy laws. In performing these services, the Provider shall be considered a School Official with a legitimate
educational interest, and performing services otherwise provided by the Client. Provider shall be under the direct control and
supervision of the Client. Control duties are set forth below.
2. Nature of Services Provided. The Provider has agreed to provide the following digital educational services: Always Be Learning,
Inc. (“Abl") is an education technology company that provides a proprietary cloud-based software (platform-as-a-service) that enables
ch,:lhofoIs ar)1d school districts to create and manage master schedules, calendars, and related time-based activities for their schools (the
“Platform”).
3. Student Data to Be Provided. In order to perform the Services described in the Agreement, Client shall provide the student data
outlined in Exhibit “B”. The parties can mutually agree to modify or extend this list (including via electronic mail or similar
communication) as needed to accomplish the goals of the project.
4. DPA Definitions. The definition of terms used in this DPA is found in Exhibit "A". In the event of a conflict, definitions used in this
DPA shall prevail over term used in the Agreement.

ARTICLE II: DATA OWNERSHIP AND AUTHORIZED ACCESS
1. Student Data Property of Client. All Student Data or any other Pupil Records transmitted to the Provider pursuant to the
Agreement is and will continue to be the property of and under the control of the Client. The Parties agree that as between them all
rights, including all intellectual property rights in and to Student Data or any other Pupil Records contemplated per the Agreement shall
remain the exclusive property of the Client. For the purposes of FERPA, the Provider shall be considered a School Official, under the
control and direction of the Clients as it pertains to the use of student data notwithstanding the above. Provider may transfer pupil-
generated content to a separate account, under item 3 below.

2. Parent Access. Client shall establish reasonable procedures by which a parent, legal guardian, or eligible student may review
personally identifiable information on the pupil's records, correct erroneous information, and procedures for the transfer of pupil-
generated content to a personal account, consistent with the functionality of services. Provider shall respond in a reasonably timely
manner to the Client's request for personally identifiable information in a pupil's records held by the Provider to view or correct as
necessary. In the event that a parent of a pupil or other individual contacts the Provider to review any of the Pupil Records of Student
Data accessed pursuant to the Services, the Provider shall refer the parent or individual to the Client, who will follow the necessary and
proper procedures regarding the requested information.

3. Separate Account. Provider shall, at the request of the Client or Student (or their legal guardian), transfer Student generated
content to a separate student account.

4. Third Party Request. Should a Third Party, including law enforcement and government entities, contact Provider with a request for
data held by the Provider pursuant to the Services, the Provider shall redirect the Third Party to request the data directly from the
Client. Provider shall notify the Client in advance of a compelled disclosure to a Third Party unless legally prohibited.

5. No Unauthorized Use. Provider shall not use Student Data or information in a Pupil Record for any purpose other than as explicitly
specified in the Agreement.

6. Subprocessors. Provider shall enter into written agreements with all Subprocessors performing material functions pursuant to the
Agreement, whereby the Subprocessors agree to protect Student Data in a manner consistent with the terms of this DPA and all
addendums thereto.

ARTICLE IlIl: DUTIES OF Client
1. Provide Data In Compliance With FERPA. Client shall provide data for the purposes of the Agreement in compliance with the
Family Educational Rights and Privacy Act ("FERPA"), 20 U.S.C. section 1232 g, and the other privacy statutes quoted in this DPA.

2. Reasonable Precautions. Client shall take reasonable precautions to secure usernames, passwords, and any other means of
gaining access to the services and hosted data.
3. Unauthorized Access Notification. Client shall notify Provider promptly of any known or suspected unauthorized access. Client will
assist Provider in any efforts by Provider to investigate and respond to any unauthorized access.
4. District Representative. At request of Provider, Client shall designate an employee or agent of the District as the District
representative for the coordination and fulfillment of the duties of this DPA.

ARTICLE IV: DUTIES OF PROVIDER
1. Privacy Compliance. The Provider shall comply with all State and Federal laws and regulations pertaining to data privacy and
security, including FERPA, COPPA, and PPRA.
2. Authorized Use. The data shared pursuant to the Agreement, including persistent unique identifiers, shall be used for no purpose
other than the Services stated in the Agreement and/or otherwise authorized under the statutes referred to in subsection (1), above.
3. Employee Obligation. Provider shall require all employees and agents who have access to Student Data to comply with all
applicable provisions of FERPA laws with respect to the data shared under the Agreement. Provider agrees to require and maintain an
appropriate confidentiality agreement from each employee or agent with access to Student Data pursuant to the Agreement.
4. No Disclosure. Provider shall not disclose any data obtained under the Agreement in a manner that could identify an individual
student to any other entity in published results of studies as authorized by the Agreement. De-identified information may be used by the
vendor for the purposes of development and improvement of educational sites, services, or applications.
5. Disposition of Data. Provider shall dispose of all personally identifiable data obtained under the Agreement when it is no longer
needed for the purpose for which it was obtained and transfer said data to Client or Client's designee within 60 days of the date of
termination and according to a schedule and procedure as the Parties may reasonably agree. Nothing in the Agreement authorizes
Provider to maintain personally identifiable data obtained under the Agreement beyond the time period reasonably needed to complete
the disposition. Disposition shall include (1) the shredding of any hard copies of any Pupil Records; (2) Erasing; or (3) Otherwise
modifying the personal information in those records to make it unreadable or indecipherable. Provider shall provide written notification
to Client when the Data has been disposed. The duty to dispose of Student Data shall not extend to data that has been de-identified or
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placed in a separate Student account, pursuant to the other terms of the DPA. Nothing in the Agreement authorizes Provider to
maintain personally identifiable data beyond the time period reasonably needed to complete the disposition.

6. Advertising Prohibition. Provider is prohibited from using Student Data to conduct or assist targeted advertising directed at
students or their families/guardians. This prohibition includes the development of a profile of a student, or their families/guardians or
group, for any commercial purpose other than providing the Service. This shall not prohibit Providers from using data to make product
or service improvements.

ARTICLE V: DATA PROVISIONS

1. Data Security. The Provider agrees to abide by and maintain data security measures designed to protect Student Data from
unauthorized disclosure or acquisition by an unauthorized person. The general security duties of Provider are set forth below. These
measures shall include, but are not limited to:
a. Passwords and Employee Access. Provider shall use commercially reasonable efforts to secure usernames, passwords, and
any other means of gaining access to the Services or to Student Data, at a level suggested by Article 4.3 of NIST 800-63-3.
Provider shall only provide access to Student Data to employees or contractors that are performing the Services. As stated
elsewhere in this DPA, employees with access to Student Data shall have signed confidentiality agreements regarding said Student
Data. All employees with access to Student Records shall pass criminal background checks.
b. Destruction of Data. Provider shall destroy all personally identifiable data obtained under the Agreement when it is no longer
needed for the purpose for which it was obtained or transfer said data to Client or Client's designee, according to a schedule and
procedure as the parties may reasonably agree. Nothing in the Agreement authorizes Provider to maintain personally identifiable
data beyond the time period reasonably needed to complete the disposition.
c. Security Protocols. Both parties agree to maintain security protocols for the transfer and transmission of any data in a manner
designed to provide that data may only be viewed or accessed by parties legally allowed to do so. Provider shall maintain all data
obtained or generated pursuant to the Agreement in a secure computer environment and not copy, reproduce, or transmit data
obtained pursuant to the Agreement, except as necessary to fulfill the purpose of data requests by Client.

d. Employee Training. The Provider shall provide periodic security training to those of its employees who operate or have access
to the system. Further, Provider shall provide Client with contact information of an employee who Client may contact if there are any
security concerns or questions.
e. Security Technology. When the service is accessed using a supported web browser, Transport Layer Security ("TLS"), or
equivalent technology that protects information, using both server authentication and data encryption. Provider shall host data
pursuant to the Agreement in an environment using a firewall that is periodically updated according to industry standards.
f. Security Coordinator. Provider shall provide the name and contact information of Provider's security coordinator for the Student
Data received pursuant to the Agreement.
g. Subprocessors Bound. Provider shall enter into written agreements whereby Subprocessors agree to secure and protect
Student Data in a manner consistent with the terms of this Article V. Provider shall periodically conduct or review compliance
monitoring and assessments of Subprocessors to determine their compliance with this Article.
2. Data Breach. In the event that Student Data is accessed or obtained by an unauthorized individual, Provider shall provide
notification to Client within a reasonable amount of time of the incident.

a. Provider shall provide the following information:
i. The name and contact information of the reporting Client subject to this section.
ii. A list of the types of personal information that were or are reasonably believed to have been the subject of a breach.
iii. If the information is possible to determine at the time the notice is provided, then either (1) the date of the breach, (2) the
estimated date of the breach, or (3) the date range within which the breach occurred. The notification shall also include the date
of the notice.
iv. Whether the notification was delayed as a result of a law enforcement investigation, if that information is possible to
determine at the time the notice is provided.

v. A general description of the breach incident, if that information is possible to determine at the time the notice is provided.
b. At Client's discretion, the security breach notification may also include any of the following:
i. Information about what the Client has done to protect individuals whose information has been breached.
ii. Advice on steps that the person whose information has been breached may take to protect himself or herself.
c. As a result of a breach of the security system, Provider shall assist Client with any official notifications required by State
agencies.
d. At the request and with the assistance of the District, Provider shall notify the affected parent, legal guardian or eligible pupil of
the unauthorized access, which shall include the information listed in subsections (b) and (c), above.
ARTICLE VI: MISCELLANEOUS
1. Term. The Provider shall be bound by this DPA for the duration of the Agreement or so long as the Provider maintains any Student
Data. Notwithstanding the foregoing, Provider agrees to be bound by the terms and obligations of this DPA for no less than three (3)
years.
2. Termination. In the event that either party seeks to terminate this DPA, they may do so by mutual written consent so long as the
Agreement has lapsed or has been terminated.
3. Effect of Termination Survival. If the Agreement is terminated, the Provider shall destroy all of Client's data pursuant to Article V,
section 1(b).
4. Priority of Agreements. This DPA shall govern the treatment of student records in order to comply with the privacy protections,
including those found in FERPA. In the event there is conflict between the terms of the DPA and the Agreement, or with any other
bid/RFP, license agreement, or writing, the terms of this DPA shall apply and take precedence. Except as described in this paragraph
herein, all other provisions of the Agreement shall remain in effect.
5. Notice. All notices or other communication required or permitted to be given hereunder must be in writing and given by personal
delivery, facsimile or e-mail transmission (if contact information is provided for the specific mode of delivery), or first class mail, postage
prepaid, sent to the addresses set forth herein.
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6. Severability. Any provision of this DPA that is prohibited or unenforceable in any jurisdiction shall, as to such jurisdiction, be
ineffective to the extent of such prohibition or unenforceability without invalidating the remaining provisions of this DPA, and any such
prohibition or unenforceability in any jurisdiction shall not invalidate or render unenforceable such provision in any other jurisdiction.
Notwithstanding the foregoing, if such provision could be more narrowly drawn so as not to be prohibited or unenforceable in such
jurisdiction while, at the same time, maintaining the intent of the parties, it shall, as to such jurisdiction, be so narrowly drawn without
invalidating the remaining provisions of this DPA or affecting the validity or enforceability of such provision in any other jurisdiction.
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De-ldentifiable Information (DII): De-ldentification refers to the process by which the Vendor removes or obscures any Personally
Identifiable Information ("PII") from student records in a way that removes or minimizes the risk of disclosure of the identity of the
individual and information about them.

Exhibit A Definitions

gIST 800-63-3: Draft National Institute of Standards and Technology ("NIST") Special Publication 800-63-3 Digital Authentication
uideline.

Operator: Some State privacy laws refer to the term “operator” to mean the operator of an Internet Website, online service, online
application, or mobile application with actual knowledge that the site, service, or application is used primarily for K=12 school purposes
and was designed and marketed for K-12 school purposes. For the purpose of the Agreement, the term "Operator" is replaced by the
term "Provider."

Personally Identifiable Information (PIl): The terms "Personally Identifiable Information" or "PII" shall include, but are not limited to,
student data and user or pupil-generated content obtained by reason of the use of Provider's software, website, service, or app,
including mobile apps, whether gathered by Provider or provided by Client or its users, students, or students' parents/guardians. PlI
includes, without limitation, at least the following: First and Last Name, Home Address, Email Address, Telephone Number, Social
Security Number, Test Results, Discipline Records, Special Education Data, Grades, Evaluations, Criminal Records, Juvenile
Dependency Records, Health Records, Medical Records, Disabilities, Food Purchases, Biometric Information, Socioeconomic
Information, Religious Information, Political Affiliations, Text Messages, Student Identifiers, Documents, Search Activity, Photos, Videos,
Voice Recordings.

Provider: For purposes of the Agreement, the term "Provider" means provider of digital educational software or services, including
cloud-based services, for the digital storage, management, and retrieval of pupil records. Within the Agreement the term "Provider"
replaces the term "Third Party" and "Operator" as defined in some State laws.

Pupil Generated Content: The term “pupil-generated content” means materials or content created by a pupil during and for the
purpose of education including, but not limited to, essays, research reports, portfolios, creative writing, music or other audio files,
photographs, videos, and account information that enables ongoing ownership of pupil content.

Pupil Records: Means both of the following: (1) Any information that directly relates to a pupil that is maintained by Client and (2) any
information acquired directly from the pupil through the use of instructional software or applications assigned to the pupil by a teacher or
other local educational Client employee.

School Official: For the purposes of this Agreement and pursuant to CFR 99.31 (B), a School Official is a contractor that: (1) Performs
an institutional service or function for which the agency or institution would otherwise use employees; (2) Is under the direct control of
the agency or institution with respect to the use and maintenance of education records; and (3) Is subject to CFR 99.33(a) governing
the use and re-disclosure of personally identifiable information from student records.

Student Data: Student Data includes any data, whether gathered by Provider or provided by Client or its users, students, or students'
parents/guardians, that is descriptive of the student including, but not limited to, information in the student's educational record or email,
first and last name, home address, telephone number, email address, or other information allowing online contact, discipline records,
videos, test results, special education data, juvenile dependency records, grades, evaluations, criminal records, medical records, health
records, social security numbers, biometric information, disabilities, socioeconomic information, food purchases, political affiliations,
religious information text messages, documents, student identifies, search activity, photos, voice recordings or geolocation information.
Student Data shall constitute Pupil Records for the purposes of this Agreement, and for the purposes of State and Federal laws and
regulations. Student Data as specified in Section 1.3 is confirmed to be collected or processed by the Provider pursuant to the Services.
Student Data shall not constitute that information that has been anonymized or de-identified, or anonymous usage data regarding a
student's use of Provider's services.

Subscribing Client: An Client that was not party to the original Services Agreement and who accepts the Provider's General Offer of
Privacy Terms.

Subprocessor: For the purposes of this Agreement, the term "Subprocessor" (sometimes referred to as the "Subcontractor") means a
party other than Client or Provider, who Provider uses for data collection, analytics, storage, or other service to operate and/or improve
its software, and who has access to Pll. This term may also refer to the term "Service Provider," as defined in some State laws.

Targeted Advertising: Targeted advertising means presenting an advertisement to a student where the selection of the advertisement
is based on student information, student records or student generated content or inferred over time from the usage of the Provider's
website, online service or mobile application by such student or the retention of such student's online activities or requests over time.

Third Party: The term "Third Party" used in some State laws means a provider of digital educational software or services, including
cloud-based services, for the digital storage, management, and retrieval of pupil records. However, for the purpose of this Agreement,
the term "Third Party" when used to indicate the provider of digital educational software or services is replaced by the term "Provider."
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Audits. Provider shall permit Client or its authorized representatives to carry out security or audit checks pertaining to security and
usage of student data. Client may request at any time an audit of student data that is in the possession of Provider and Provider shall
cooperate with Client. Client or its authorized representative shall have access at all reasonable times on working days during working
hours at business premises to employees, together with records, books and correspondence and other papers and documentation or
media of every kind and employees pertaining to the Services Agreement that are necessary to carry out such security and audit
checks provided that access to Provider's third party data centers is subject to their separate approval. Client or its authorized

representatives shall have the right to reproduce and/or retain copies at its expense of any of the aforementioned information and
documents.
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Exhibit A Attachment 1 — FORM OF STUDENT DATA

In order to perform the Services described in the Agreement, LEA shall provide the data outlined below as further identified in the Order

Form, as the Order Form will include which specific products and services are purchased and which data is therefore required.

Data Table 1

Product Type of Data Frequency Description

All Students One time Previous year graduating cohort: Names, Demographics & Programs

All Students One time Active students: Names, Demographic & Programs.

All Course Catalog One time Courses in transcripts and schedules

All Transcripts One time Transcript records for previous year cohort and active students

All Assessments One time Assessment results for students - SAT, ACT, PSAT, etc.

All Schedule Data One time Current year’s Terms, Periods, Day Types

All Section Data One time Current year's Sections, Enroliments, Occurrences in Time, Location, Staffing

All Staff Members One time Current year's staff members

Scheduler Students Nightly Students (names, demographics and programs) for next school year

Scheduler Staff members Nightly Staff members teaching next school year

Scheduler Courses Nightly Courses offered next school year

Scheduler Locations Nightly Locations for sections next school year

Scheduler Course requests Nightly Course requests for next school year

Data Table 2

Product Type of Data Description

Elementary Schedules Elementary Specials Schedules - including each teacher’s classroom schedule

Design Master schedules from SIS - for each school that uses SIS (elementary may not)
Master schedule from principals - master schedules for each school used by principals to supplement or explain SIS
(e.g. charts, Excel, whatever you have that helps us understand our master schedules)

Secondary Schedules Master schedules from SIS - for each school that uses SIS (elementary may not)

Design Master schedule from principals - master schedules for each school used by principals to supplement or explain SIS
(e.g. charts, Excel, whatever you have that helps us understand your master schedules)

All Enroliment Allocation enrollment - Projected/estimated enroliment by school. The enroliment estimates used to allocate staff so
schools can build master schedules for the new school year
Formal enroliment - Official enroliment by school reported to the state after school opens, by grade and by category
(EL, SPED, Gen-Ed)
Audit enrollment - Enroliment at time of the audit using district-selected “audit date” per school, by grade and by
category (EL, SPED, Gen-Ed)

All Attendance Monthly enrolliment - Enroliment by month for current school year, per school total

All Staff Budgeted Staff FTE - Certified FTE for each school, taken from budget documents for the current school year. FTE
categorized by Certified-teaching (SPED, EL, CRT) and Certified non-teaching (by position)
Staffing list - Total certified personnel list for each school at time of audit, taken from HR source/s. List by name and
by position and salary/benefits

www.ablschools.com




Labl.

All

School Info Name/location/general information - District & school general information (can be a link to publicly accessible
documents/websites)

Aggregate Demographics - District & by school, formal information such as race/ethnicity, poverty rates (can be a link
to publicly accessible documents/websites)

Performance - District & by school, formal state performance information (can be a link to publicly accessible
documents/websites)

All

Calendar District calendar - District-level calendar that shows first and last school day, state and local holidays, and early
release days
School Calendar - Any schools that do not run on the district calendar

All

Bell Schedules Bell schedules/dates - Each school's bell schedule(s), including period, start and end time. Dates that each bell
schedule runs

All

Policy Teacher contract - including work requirements and loads

School day/calendar policies - maximum student day length, number of student calendar days.
Dual credit policy

Curriculum Handbook (if available)

Assessment Calendar

Assumptions

Elk Grove Unified School District will be responsible for providing and scrubbing the data that will be used for analysis and
reporting. Abl will provide support during data quality activities, but will not be responsible for the accuracy or integrity of
district data.

Key Elk Grove Unified School District staff must be available as needed to coordinate and complete data extraction and
quality review, and participate in the data collection process. Elk Grove Unified School District staff assigned to work on this
project must know where to find the required data. Elk Grove Unified School District staff will perform these tasks on a
mutually agreed upon schedule.

Elk Grove Unified School District must provide the data required for delivery of the product and services in a format
specified by Abl, and in a timely manner. Any significant delays in Abl's access to Elk Grove Unified School District data
may require a change in this contractual agreement to reflect the additional work necessary to ensure the viability of data
for all subsequent phases of this engagement. Significant delays related to data collection or quality activities may result in
the postponement of deliverables, as well as additional costs.

Elk Grove Unified School District must identify and provide staff responsible for administering access to the products and
school environments, which includes inviting users and managing and/or removing access.
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Exhibit B — PROFESSIONAL SERVICES

1. DESCRIPTION OF SERVICES; WORK PRODUCT.

ABL will provide strategic consulting and/or professional development services (“Professional Services”) to Client as set forth in an
Order Form under this Addendum (this “Professional Services Addendum”). Except as otherwise specified herein, payment obligations
are non-cancelable and non-refundable. ABL shall retain all title, copyrights, patents, patent rights, trade secrets, trademarks and other
proprietary or intellectual property rights in any work product developed or delivered as part of the Professional Services (the “Work
Product”), including without limitation in the ABL services and ABL materials. ABL hereby grants to Client an irrevocable, non-exclusive,
paid-up, perpetual, worldwide license to use, duplicate, modify, distribute, display, perform and otherwise use any work product
developed or delivered as part of the Professional Services.

2. CLIENT'S OBLIGATIONS.

Client agrees to provide assistance, cooperation, information, equipment, data, a suitable work environment and resources reasonably
necessary to enable ABL to perform the Professional Services as described in the Assumptions section below. ABL's ability to
successfully perform hereunder is dependent upon Client provision of such information, access to resources, and participation in a
timely manner.

3. PROJECT MANAGEMENT, CHANGES.

Each party shall designate a Project Manager who shall work together with the other party’s Project Manager to facilitate an efficient
performance of Strategic Consulting Services. In order to change the scope of Professional Services set forth above, Client will submit
a written request to ABL specifying the proposed changes in detail and ABL will provide an estimate of the charges and anticipated
changes in the performance schedule that will result from the proposed changes. ABL will continue performing the Strategic Consulting
Services in accordance with this Order Form until the parties agree in writing on the change in scope of work, scheduling, and fees.

4. PROFESSIONAL SERVICES WARRANTY.

ABL warrants that: (a) it and each of its employees, consultants and subcontractors, if any, that it uses to provide and perform
Professional Services has the necessary knowledge, skills, experience, qualifications, and resources to provide and perform the
services in accordance with this Order Form; and (b) the Professional Services will be performed for and delivered to Client in a good,
diligent, workmanlike manner. THE WARRANTIES STATED IN THIS SECTION 4 ARE THE SOLE REMEDIES FOR CLIENT AND
EXCLUSIVE OBLIGATIONS OF ABL RELATED TO THE STRATEGIC CONSULTING SERVICES AND DELIVERABLES TO BE
PERFORMED FOR AND DELIVERED PURSUANT TO THIS ORDER FORM AND ANY STATEMENT OF WORK. THERE ARE NO
OTHER WARRANTIES OR CONDITIONS, EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMITATION, THOSE OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, SATISFACTORY QUALITY, TITLE AND NON-INFRINGEMENT.
EXCEPT AS PROVIDED HEREIN, THE STRATEGIC CONSULTING SERVICES AND DELIVERABLES PROVIDED TO CLIENT ARE
ON AN “AS IS" AND “AS AVAILABLE” BASIS.
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Order Form - Addendum #1

This Order Form - Addendum #1(this “Order Form”) is hereby entered into under the terms of the Master Services
Agreement (the "MSA") between Always Be Learning, Inc. ("Abl") and Elk Grove Unified School District (the "Client")
dated 10/19/21.

Prepared for: Jane Ross, Elk Grove Unified School District
Title: Director, College and Career Connections

Phone Number: 916.793.2676 Ext. 67076

Email: jeross@egusd.net

Client Growth Executive: Dawn Thompson
Phone Number: 404-906-1984
Email: dthompson@ablschools.com

Term Year 1: 3/16/22 - 3/15/23
Pricing Valid Until 12/20/21

YEAR 1

Subscriptions $172,047

Abl Analytics 9 Schools Provides district and site-level leadership insight to set and monitor
strategic goals, disaggregate site-level data, and target opportunities
illuminated by district data

Abl Scheduler 10 Schools | Enable school leaders to take action through a systematic approach that
impacts district priorities and student-focused master scheduling

Additional Services $22,500

Abl Coaching & 75 Hours Virtual sessions that enable school and district leaders to take action
Professional through a systematic approach that impacts district priorities and student-
Development focused master scheduling. This will include support with analysis of Abl

Analytics and the Abl Scheduler, formation of an action plan with explicit
areas of focus, and assessing action plans for impact and timing. These
sessions can be a combination of 1:1 and whole group sessions based on
your district needs. These sessions typically include district leaders and
school teams.

Total $194,547

Term Year 2: 3/14/23 - 3/13/24

YEAR 2

Subscriptions $176,370
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Abl Analytics 9 Schools Provides district and site-level leadership insight to set and monitor
strategic goals, disaggregate site-level data, and target opportunities
illuminated by district data

Abl Scheduler 10 Schools | Enable school leaders to take action through a systematic approach that
impacts district priorities and student-focused master scheduling

Additional Services $22,500

Abl Coaching & 75 Hours Virtual sessions that enable school and district leaders to take action
Professional through a systematic approach that impacts district priorities and student-
Development focused master scheduling. This will include support with analysis of Abl

Analytics and the Abl Scheduler, formation of an action plan with explicit
areas of focus, and assessing action plans for impact and timing. These
sessions can be a combination of 1:1 and whole group sessions based on
your district needs. These sessions typically include district leaders and
school teams.

Total $198,870

Elk Grove Unified School District expressly reserves the unilateral right to terminate this Agreement, upon written
notice to the Company, in the event that the funds that are appropriated or allocated for the payment of the services is
eliminated, limited or curtailed.

Abl Scheduler Authorized Schools Abl Analytics Authorized Schools
+  Cosumnes Oaks High School « Cosumnes Oaks High School
« Elk Grove High School + Elk Grove High School
«  Florin High School *  Florin High School
*  Franklin High School *  Franklin High School
« Laguna Creek High School + Laguna Creek High School
* Monterey Trail High School * Monterey Trail High School
+ Pleasant Grove High School * Pleasant Grove High School
« Sheldon High School + Sheldon High School
« Valley High School * Valley High School

»  Albiani Middle School

To perform the services described in this Order Form, Client is required to provide the data from Data Table
1 from the MSA.

AUTHORIZATION
By signing below, the parties hereto ACCEPT AND AGREE to this Agreement as of the last date executed.
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Elk Grove Unified School District Abl
Signature Signature
Print Name Print Name
Title Title

Date Date
PAYMENT TERMS

+  Abl will invoice Client within thirty (30) days upon execution of this Agreement
+  Client will pay the total amount upfront for all software and services included in this Agreement
+  Client will pay all fees within thirty (30) days of the invoice date

Client agrees to these payment terms:

BILLING INFORMATION
Billing Contact Name:
Billing Contact Email:

Billing Contact Telephone:

(initials)
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